Header: El contenido es el mismo

Payload: El contenido/info del token

Signature: La firma, para crear el token y de una verificación final, para saber si se modifico o no el JWT de forma externa

Header.payload.signature

NO HAY QUE PONER INFORMACION SENSIBLE

**Header:**

**{**

Typ: tipo de token: “JWT”,

“alg”: algoritmo de codificación: “HS256”

**}**

**Payload:** Posee claim (atributos) y varian según lo que queremos

**{**

“sub”:

“iat”: tiempo de creación : 24400. FORMATO UNIX

“exp”: tiempo de expiración : 24425

**X** cantidad de atributos en formato JSON

**}**

Si la firma esta conformada por el header y el payload, cuando uno de estos sea modificado, la signature to detectara